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 : مقدمه

هاي گسترش سرويس نوآوري و شركت ها و سازمان هاي مخابراتي براي حفظ لبه رقابتي خود همواره  به دنبال روشهايي براي 

بسياري از شركتهاي لذا . را به همراه داشته باشدافزايش سرعت وكاهش هزينه به طوريكه مي باشند به مشتركين خود 

 . سوق داده اند  IPمخابراتي ابداعات و ساير كاربردهاي  انتهايي خود را به سمت 

شود  به لحاظ اينكه چندين پاكت اطلاعاتي را تحت مسيرهاي مختلف در يك زمان عبور مي دهد باعث مي VOIPتكنولوژي  

. كه شركتها بتوانند انبوهي از اطلاعات را بطور موثرتر و كم هزينه تر نسبت به شبكه هاي سوئيچينگ مداري سنتي عبور دهند

بطور همزمان صدا، داده و فيلم را انتقال مي دهد و پهناي باند را بين كاربردهاي مختلف تقسيم و به  VOIPتكنولوژي 

 . و بهينه استفاده ميكند  تراز منابع شبكه موثر TDMنسبت به  اشتراك مي گذارد لذا

داشته باشند و  IPيعني  Bرا به سمت نقطه  TDMيعني  Aتا بهترين حركت از نقطه هستند  امروزه همه شركتها در تلاش

 .امكان پذير نمي باشد ها CSCF اين مهاجرت بدون شناخت كامل

 

 CSCFهاي سرويس

 , serving CSCFاست كه به سه بخش IMSبراي سيگنالينگ و كنترل در  قطعه مركزيفانكشن و يك  CSCF سرويس

Interrogating CSCF , Proxy CSCF مثلا .دنكه هر كدام عملكرد خاص خود را دار تقسيم مي شود P-CSCF  براي

سيگنالينگ در  اولين نقطهضمن اينكه . مي باشدTransport  لايه براي ارتباط مستقيم بابوده و يك پراكسي  sipپيام هاي 

IMS  محسوب مي شودهر نقطه پاياني  براي. 

اين دسترسي مي يابد در  GPRSمثل  ipبه يك شبكه    مثل گوشي موبايل شبكه  نقطه پايانيدستگاه واقع در زمانيكه يك 

 P-CSCF همانگونه كه از نام.   واقع مي شود P-CSCFيك رويداد را خواهد داشت كه توسط اولين سيگنالينگ به نقطه 

در شبكه خانگي است اما در شبكه  شبكه است و معمولا هاز نقطه پاياني تا بقي SIPيك پراكسي براي همه پيام هاي  پيداست،

  ) Home network – visited network( . قابل رويت نيز قرار مي گيرد 

استفاده مي كند به فرستد  مي sipپيام هاي ي  I-CSCFچه بفهمد براي اينكه  DNS Lookupاز  P-CSCFپراكسي 

   ). domain , I-CSCF(  باشد ديگريدر شبكه ممكن است در خود شبكه و يا  I-CSCFكه يك طوري

 Applicationيا همان ASبراي ارتباط با  S-CSCF. پاسخگوست را نيزتصميمات سياستگذاري  P-CSCFپراكسي

Server  در بخشrequest  يافت يك تقاضاي ثبت پيام براساس در وو تقاضاها متعهد استsip  از يكI-CSCF از سرويس 

S-CSCF  براي ثبت از كمك گرفته وHSS  مهم است كه بدانيم چه . پرسش مي كندS-CSCF  هايي بايد براي كنترل

 S-CSCFبعنوان نقطه ورودي و  P-CSCFاين است كه پراكسي بين  I-CSCFكار اصلي . نشست پايانه پاسخگو باشد

 .باشد  applicationبراي تقاضاها و كاربردها در بخش كنترل  بعنوان نقطه
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 فرايند ثبت مكالمه

د تا همناسب انجام مي د I-CSCFرا براي يافتن  DNSو جستجوي  هدريافت كرد sipيك درخواست پيام  p-cscf سرويس 

 .پيام را مسير دهي نمايد

(  .اجرا خواهد كردمرتبط با ترمينال پاياني  s-cscfعيين براي ترا  HSSرا دريافت كرد يك  SIPپيام  I-CSCFزمانيكه 

home subscriber server  ( پيام و سپسsip  را بهs-cscf  جهت رفتار بعديforward   بعلاوه اينكه . مي كندs-cscf 

مسئول   AS ي ياسرور برنامه هاي كاربرد به sipبراي مسيريابي همه پيام هاي رده و مي تواند بعنوان يك ثبت كننده عمل ك

 .بوده و اجازه مي دهد تا كنترل نشست سطح كنترل با منطق كاربردي سطح كاربرد تعامل داشته باشد

. استفاده مي كند IFC (initial filter criteria )به شكل  HSSاز اطلاعات بدست آمده از  S-CSCFبراي انجام اينكار 

FC  كه در سطح شامل قوانيني استApplication هاينحوه تعامل و محل پيام ر دارند و قراsip  را تعريف مي كند كه بايد

عمل  secondary filter criteria (SFC)ممكن است بعنوان  S-CSCF پراكسي.  هاي مختلف مسيردهي شوند ASبه 

  HSSو   ASاي  عناصر شبكه. است  نزديك CSCFپيام رساني با آنها به  courseحاصل شده و در طي  ASكند كه از 

 .مهم هستند

 

 SBC سرويس

و  VOICEكه با سرويس است مباحثي  ت استاندارد نيست بلكه طيف وسيعي ازايك مجموعه عملي SBCسرويس 

Multimedia  روي زيرساخت برip  شامل  ورخ مي دهد: 

 )QOS(امنيت و جلوگيري از استفاده بد از سرويس جهت حصول اطمينان از كيفيت سرويس •

 regulatoryرينگ اهداف صورتحساب گيري و نظارت و مونيتو •

 اطلاعات كاربر  حفظ حريم خصوصي حامل و •

اي از رخ مي دهد و آرايه  NATها و  firewallه دكه از استفاده گستر voipبررسي و تحليل مشكلات پروتكل  •

 .را پشتيباني مي كند VOIPپروتكل هاي مختلف و لهجه هاي مورد استفاده در شبكه هاي 

، EDGEدستگاه واقع در . دهدمي است تعين هويت كاربر اوليه را انجام  Accessيا  كه در شبكه دسترسي دستگاهي

دستگاه واقع كند و نهايتا مي از دزدي پهناي باند جلوگيري  اجبار نموده و  DOSسياست دسترسي را به محدود نمودن حمله 

 توزيع شده را DOSخاص كاربران محدود كند و حملات  يا هسته ممكن است استفاده كلي را براي يك گروه  COREدر 

 .كشف نمايدنيز 

SBC مي تواند امنيت و پشتيباني را در مقابل موارد ذيل فراهم كند: 
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 دسترسي غيرمجاز به شبكه مطمئن •

 DOSكارانداختن سرويس يا  زفن هاي نامعتبر و بد مثل حملات الت •

 دزدي پهناي باند توسط كاربران مجاز •

 ر معمول شبكه مثل يك بحران بزرگشرايط غي •

 و لينك هاي دسترسي و ظرفيت پردازش روي سرورهاي شبكه منابع معمولي كه به پشتيباني نياز دارند عبارتند از پهناي باند

بيش از اندازه مهيا مي  به طور ارزان وشدن  bottle neckجهت جلوگيري از به  COREبه طور كلي پيوندهاي شبكه هسته 

 :بايد  SBC،  براي فراهم سازي امنيت فوقچنين هم .شوند

 .شناسائي و تعيين هويت هر كاربر و تعيين اولويت هر مكالمه را انجام دهد •

 .را انجام دهد overloadبراي جلوگيري از  و استفاده از منابع CALLديت ميزان دومح •

 مناسب QOSاعتباردهي هر جريان رسانه و طبقه بندي و مسيردهي داده براي اطمينان از  •

 جلوگيري از دسترسي غير مجاز براي سيگنالينگ و ترافيك رسانه •

 

 كيفيت سرويس

كه  Diff servبراي مثال . بطور نرمال با مكانيزم طبقه بندي بهم پيوسته انجام مي شود  QOSعمليات كيفيت سرويس 

overhead دارد رزرو پهناي باند را براي هر جريان خاص برمي. 

استفاده از شبكه  ،تجاري مثل صورتحساب و كشف دزديدلايل و  wire tappingو  QOSدلايل رگولاتوري مثل نا بر ب

گ و تجهيزات مونيتورينگ به هوشمندي مناسبي براي درك سيگنالين .نياز داشته باشد ممكن است به نظارت و مونيتورينگ

اين نيازمنديها را براي  SBC .اي قرار مي گيرند آنها از ميان جريان و سيگنالينگ رسانه در نقطه. پروتكل رسانه نياز دارند 

آنها يك راه حل توزيع شده مقياس پذير را براي اين . جهت ورود به شبكه برآورده مي سازد SBCهمه ترافيك عبوري از ميان 

 .دنش فراهم مي كنفعاليت متمركز برروي پرداز

 

 :حفظ حريم خصوصي 

 :دو نوع از اطلاعات زير بايستي كه محافظت شوند 

ي براي رقبا محسوب شود و يا اينكه ركه ممكن است داراي اطلاعات حساس تجا COREاطلاعات راجع به شبكه هسته  •

 .به حمل شبكه كمك كند

 .اطلاعات كاربري كه نمي خواهد اطلاعاتش عمومي گردد •
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SBC اين اطلاعات شامل جزئيات توپولوژي شبكه . از پيام بردارد ،تواند اطلاعات محرمانه را قبل از ترك شبكه هسته مي

آدرس واقعي  ،  relayاز طريق سيگنالينگ يا  همچنين مي تواند .داخلي و مسيريابي سيگنالينگ از ميان شبكه هسته است

 .كاربر را مخفي كند

 : VOIPبررسي مسائل پروتكل 

براي شبكه هاي غير متجانس عمل مي كند و تفاوت پروتكل هاي مورد استفاده در شبكه  Gatewayبعنوان  SBCستم سي

 :هاي دسترسي و هسته را مخفي مي كند كه شامل موارد ذيل است 

و همپوشاني فضاهاي  firewall , NATمخفي سازي توپولوژي شبكه دسترسي شامل پيچيدگي مسيردهي از ميان  •

 .است اختصاصي IPيا فضاهاي آدرس  VPNآدرس 

يا بين   ٣٢٣.Hو سيگنالينگ  SIPو شبكه هايي با قابليت هاي مختلف مثل تبديل بين تعامل بين دستگاهها  •

IPV�  وIPV۶  يا حتي نسخه هاي مختلفH.٣٢٣ 

 هاي ناسازگار codecتبديل جريان هاي رسانه بين  •

  IMSبازنگري 

IMS  ٣معماري كنترليGpp اين معماري براي محدوده وسيعي از سرويس هاي . كه مخابراتي نسل آتي استبراي شب

packet based  وrealtime  اپراتورها طراحي شده است كه شارژينگtime based  را بخوبي شارژينگ سرويس و پاكت

 .دهدرا انجام مي  LIهمچنين كيفيت سرويس، مكانيزم هاي شارژينگ انعطاف پذير و پذيرش . انجام مي دهد

مي دهد كه براي توسعه كار و سرويس و حافظه پيكربندي در اختيار  call controlچندين ابزار عمومي مثل  IMSمعماري 

مي تواند سرويس هاي جديد را سريعتر و ارزان تر گزارش  IMSدر نتيجه . جديد نياز كمي به كار توسعه اي خواهيم داشت

فرمت و قالبي را براي توسعه سرويس هاي مكالمه  IMS. )حهاي يكپارچه سنتي در مقايسه با سرويس هاي تلفني و طر (دهد

 Push to talkو سرويس هاي پيشرفته فراهم مي كند كه شامل پيام دهي چند رسانه تجميع وب سرويس مبتني بر حضور 

 .است

ه اپراتورها به يك اينترفيس خاص استفاده از اينترفيس هاي استاندارد رقابت بين عرضه كنندگان را افزايش مي دهد بطوريك

به سه لايه اصلي تقسيم مي شود هر كدام از لايه ها يا سطوح با يك تعداد نام هاي مشابه  ٣Gppمعماري . مقيد نمي شوند 

 .استفاده مي شوند سطح كاربردي يا سرويس، سطح كنترل يا سيگنالينگ و سطح انتقال يا كاربر

 سطح كاربردي 

ساخت براي تدارك و مديريت سرويس ها فراهم ميكند و اينترفيس هاي استاندارد را براي فانكشناليتي سطح كاربردي يك زير

 :تعريف مي كند طبق ذيلمشترك 

 .نگهداري مي شود HSSكه توسط ) مثل حضور و موقعيت(حافظه پيكربندي ، مديريت هويت ، وضعيت كاربر  •
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 ) charging geateway function( است فراهم شده  CGFسرويس هاي صورتحساب گيري كه توسط  •

 .كنترل مكالمات صوت و ويدئو و پيام رساني كه توسط سطح كنترل فراهم مي شود •

اين زيرساخت براي فراهم نمودن محدوده وسيعي از سرويس هاي . آن فعال شده است QOSقابليت  �IPVاين سطح شبكه 

p٢p  و چند رسانه اي سروريip اگر چه. طراحي شده است IPV� بسياري از توسعه  براي اين سطح انتقال تعريف شده ،

را در مرزهاي هر  NATخصوصي ساخته شده است به طوريكه  �IPVموجود و آدرس هاي  �IPVهاي اصلي بر مبناي 

 . دامين آدرس و مسيريابي و پيچيدگي هاي همراه با آن را در مرزها معرفي مي كند

 

 :سطح كنترل 

نتقال و كاربردي است و همه سيگنالينگهاي تلفني را مسيردهي مي كند و به سطح سيگنال مي گويد سطح كنترل بين سطح ا

 . اطلاعات صورتحساب را براي استفاده شبكه توليد مي كند  همچنين .كه چه ترافيكي را اجازه داده تا رد شود

 :د كه شامل عملكردهاي زير است نقرار دارها  CSCFدر هسته اين سطح كنترل ، 

P-CSCF  اولين نقطه تماس براي كاربران باIMS  است و امنيت پيامها بين شبكه و كاربر و تخصيص منابع براي جريان

 .رسانه را انجام مي دهد

I-CSCF  ، اولين نقطه تماس از شبكه هاي هم نظير استI-CSCF  براي پرسش ازHSS  جهت تعيينS-CSCF  براي

 مغز Saving – CSCFيا  S-CSCF  .لوژي اپراتور را از شبكه هاي نظير مخفي كندكاربر مسئول بوده و ممكن است توپو

 كهو پردازش مكالمه را انجام مي دهد  شدهموقعيت كاربر تعيين هويت  ، پردازش موارد ثبت شده s-cscf. مركزي است 

 HSSتهاي ذخيره شده در توسط سياس s-cscf عملياتهمچنين   .است شامل مسيردهي مكالمات به برنامه هاي كاربردي

 .كنترل مي گردد

مي تواند اطلاعات  CSCFبراي مثال هر تابع . اين معماري توزيع شده راه حل مقياس پذير و انعطاف پذير را فراهم مي كند 

 .صورتحساب را براي هر عمل توليد كند

. خانگي او عبور مي كند  S-CSCF شبكه رويت شده به P-CSCFاز ميان و جريان هاي سيگنالينگ تلفني از تلفن زننده 

كاربري را از ميان سطح كنترل ، ترافيك  .عبور مي يابد S-CSCFاين سيگنالينگ سپس به بخش فراخواني شده از طريق 

RACS  كنترل مي كند كه شامل تابع تصميم گيري سياست )PDF ( است كه سياست داخلي را روي منابع پياده سازي مي
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