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 رمز صورت به را داده ها رياضيات از استفاده با كه است علمي رمزنگاري 
 ذخيره امکان علم اين .برگرداند عادي حالت به مي تواند مجدداً و درآورده

    محقق را ناامن بستري بر اطلاعات انتقال وهمچنين اطلاعات سازي
  صورت رياضي الگوريتمهاي از استفاده با رمزنگاري عمل. مي سازد
 .مي پذيرد

 آن از پس.شود مي رمز كليد يك از استفاده با پيغام يك سيستم يك در     
  يك از استفاده با جا آن در و شود مي منتقل گيرنده به شده رمز پيغام
  آيد بدست اصلي پيغام تا شود مي باز كليد
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در جنگ جهاني دوم آلمانهاي نازي به صورت  
گسترده اي از يك دستگاه رمزنگاري الکترومکانيکي  

ساخته شده بود  1932به نام انيگما كه در سال 
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